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ABSTRACT
Energy consumption of wireless data communications on
mobile devices is growing due to the increase in mobile data
traffic caused by the popularity of mobile Internet appli-
cations. To address this issue, we propose CasCap, a novel
cloud-assisted context-aware power management framework,
which takes advantage of the processing, storage and net-
working resources in the cloud to provide secure, low-cost
and efficient power management for mobile devices. CasCap
is featured by crowd-sourced context monitoring, function
offloading to the cloud, and providing adaptations as ser-
vices. We give three example scenarios where wireless data
communications are adapted to network conditions, traffic
characteristics and location information. Our preliminary
results show the potential of using CasCap to improve en-
ergy efficiency in wireless data communications.

Categories and Subject Descriptors
C.2.1 [Computer Systems Organization]: Network Ar-
chitecture and Design—Wireless communication

General Terms
Design

1. INTRODUCTION
The explosion in popularity of Internet applications, such

as Facebook, YouTube, and Google maps, accompanied with
the growing popularity of mobile Internet devices, is driving
a boost in mobile data traffic. This boost carries with it a
price in terms of energy demands in mobile devices. How-
ever, the battery technology has not been developing fast
enough to satisfy the growing demands. Hence, improving
the energy efficiency of wireless data communications on mo-
bile devices has become more important than ever.

The energy efficiency of wireless data communications is
highly dependent on the context of the mobile devices. For
example, transmission cost per transmitted byte is relatively
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low if the signal strength of the wireless access network is
high [11]. Another example of a context variable that has
impact on the energy consumption is the traffic pattern.
Less energy is consumed if the data is transmitted in the
shape of bursts instead of transmitting the same packets at
random intervals [3]. Therefore, it is important for power
management to be context aware.

The context information that is relevant to the energy effi-
ciency of wireless data communications can be collected from
different sources, including mobile devices, wireless access
networks, and Internet service providers. Previous works [1,
4, 3] focused on the results of power management using the
context information that is specific to certain mobile appli-
cations or networks, whereas little attention has been paid to
the actual collection, processing and distribution of the con-
text information. These tasks, however, are far from trivial
because of the diversity and the sheer number of different
context information sources and consumers.

In this paper, we propose CasCap, a novel context-aware
power management framework, taking advantage of the pro-
cessing, storage and networking resources in the cloud to
provide secure, low-cost and efficient power management for
mobile devices. Three main features of CasCap are crowd-
sourced context monitoring, function offloading, and adap-
tation as service.

Crowd-sourced context monitoring includes the collection
of context information from distributed context sources and
the processing of the large amount of context information
into more meaningful information that can be used for power
management for mobile devices. It enables mobile devices
to schedule energy-efficient adaptations in a proactive man-
ner based on collective intelligence that is formed during
context sharing. For example, mobile devices that are con-
nected to different access networks can periodically upload
their signal strength traces to the cloud together with their
own GPS co-ordinates to form a map of access networks
with signal strengths. Now mobile devices can choose which
access network to connect based on this signal strength map
that they have downloaded from the cloud. Also using this
map, devices that are on the move can save energy by paus-
ing their data transmission before arriving to an area with
a low signal strength.

Using the cloud as the basis for our crowd-sourced context
monitoring framework allows us to deal with the highly vari-
able, and potentially a large number of context information
sources and consumers in an elastic way, as according to the
computing-as-utility principle [5], the processing power and



storage capacity of the system can be scaled up and down
as needed.

Functionality offloading provides possibility for mobile de-
vices to migrate context collection, context processing and/or
adaptation scheduling to the cloud for energy savings. The
savings include computational and communications cost. In
practice, the scheduling can be offloaded to a third-party
proxy or to a clone of the mobile device. By ”clone” we
refer to the whole or part of the augmented mobile OS in
the cloud, as implemented in Cloudlet [10] or CloneCloud
[2]. We argue that privacy and security concerns favor the
clone-based approach over the traditional proxy-based one,
since a clone dedicated to only one mobile device whereas a
traditional proxy is shared by a number of mobile devices.
Having your context information sent only to your private
clone reduces the risk of compromising sensible context in-
formation.

Adaptation as service goes beyond the traditional proxy-
based power management. Instead of using application-
specific proxies, we propose offering the energy-saving func-
tions that are traditionally provided by application-specific
proxies as generic Internet services. For example, traffic
shaping and transcoding can be offered as generic services
that can be utilized in several mobile applications. In ad-
dition to avoiding the unnecessary work involved in im-
plementing overlapping functionality in each application-
specific proxy, certain energy optimizations such as traffic
shaping will work much better if implemented with only one
traffic shaper calculating the traffic burst schedule instead of
a number of application-specific traffic-shaping proxies run-
ning at the same time.

2. BACKGROUND
Energy consumption of wireless data communications de-

pends on the performance of data transmission. Generally,
transferring at a higher data rate means higher utilization
of wireless network interface(WNI), and is therefore more
energy efficient [15]. The data rate is effected by the con-
ditions of the access networks. For example, radio inter-
ference makes both the data rate and energy efficiency of
the wireless network to decrease. A simple way of reducing
the interference is to limit the number of connections to the
access points that are using the same or neighboring chan-
nels. We apply this method in Scenario A of section 4 of
this paper where the adaptation guides the mobile device to
connect to the access point with a small number of users.
Differently from [8], which estimates the interference based
on the wireless traffic traces captured from access points
and adapts the operations of the APs to the interference,
our method focuses on the adaptations on mobile devices.

Signal strength of wireless access networks has been proved
to have impact on the network throughput in both 3G [11]
and WLAN[12]. With stronger signal strength, the network
transmission can gain higher throughput and therefore con-
sumes less energy. Signal strength can be associated with
location. For example, Wifi-report [7] collected SNR from
mobile devices and provided throughput statistics for a cer-
tain access point in each SNR range to mobile devices for
access point selection. Similarly, in Scenario B, we use the
collective knowledge gained from the performance informa-
tion collected from mobile devices to guide the transmission
adaptations. Compared to Wifi-report, we use real-time in-
formation in addition to historical information. In mobility

scenarios, previous work [12] has proposed to predict the
SNR based on time-series statistical models. We extend the
previous work by sharing the prediction models among mo-
bile devices, so the mobile devices do not need to repeat
trace collection and model training.

Proxy-based power management have been widely used.
Examples of such services can be converting high-quality me-
dia stream into low-quality one for mobile devices at media
servers [6], scheduling traffic at access points[9], or execut-
ing peer-to-peer sharing on a proxy [4]. Inspired by the fact
that the traffic delivered in bursts is friendlier to the power
saving mode (PSM) of wireless networks, proxies are intro-
duced into the system to shape the traffic [1, 13, 3, 6] into
bursts before forwarding it to mobile devices. In some cases
like streaming, traffic shaping can save up to 65% [3, 1] more
energy consumption compared to PSM. In the cloud traffic
shaping can be provided as an adaptation service, so it can
be discovered and subscribed by mobile devices and can be
shared by Internet services.

3. SYSTEM OVERVIEW
As shown in Figure 1, CasCap encompasses three compo-

nents: mobile devices, Internet services, and clones. Among
them, utilizing the clone environment is optional, but rec-
ommended for improving energy savings and privacy.

On mobile devices CasCap consists of five functional com-
ponents, namely, resource manager, context manager, sched-
uler, policy manager and communicator. Resource manager
is a background service monitoring the resource consump-
tion on the devices and collecting information from embed-
ded sensors like accelerometer and GPS receivers. Context
manager generates context information based on the infor-
mation collected by resource manager and selects the context
information to be uploaded to the cloud. It also downloads
context information, which is missing but needed for adap-
tations, from the cloud.

The crowd-sourced context monitoring services running in
the cloud, collect context information from mobile devices
and other network elements, process the collected context
information into a more meaningful form, and handle the
context information queries from mobile devices. For exam-
ple, a network mapping service provides the information of
each WLAN access point, such as location, current number
of connections and signal strength traces, based on the in-
formation provided by the mobile devices connected to each
network access point.

The scheduler running on a mobile device adapts the mo-
bile device to the changes in context basing its adaptation
decisions on policies. The policy manager is in charge of the
installation of new policies on the mobile device, updating
the existing policies, and sharing the policies with other mo-
bile devices. The sharing of policies is implemented in the
same way as the sharing of context information. The poli-
cies that are managed by the policy manager on the mobile
device define the actions that should be taken on the device
itself and on Internet services whenever a specific change in
context information occurs. The Internet services running
in the cloud provide traffic shaping, transcoding, offloading
and other adaptation functions.

Context sharing, policy sharing and using the Internet
services in adaptations require wireless communications be-
tween mobile devices and Internet services. In CasCap the
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Figure 1: CasCap Architecture.

required wireless networking functionality on mobile phones
is provided by the communicator component.

Some functions on mobile devices, such as the processing
of context information, the security control in context shar-
ing and policy sharing, and the scheduling of adaptations
can be offloaded to clones for energy savings. If using the
clone, the requests for Internet services from mobile devices
are sent to the corresponding Internet services through the
clone, and the clone will take care of power management of
the wireless data communications involved in the requested
services.

4. APPLICATION SCENARIOS
We take three moments from Alice’s business trip as ex-

amples to show the scenarios where mobile devices would
benefit from our framework.

Alice is a consultant. She is traveling to another city
to meet her customers. During her trip, she uses her mo-
bile phone among other thiongs to access her employer’s
database, to exchange emails, and to browse the Internet.
Scenario A: Selecting the access point with the best perfor-
mance

9.30am Alice is at a meeting. Her mobile phone sends a
request to a network mapping service asking for the infor-
mation about WLAN access points that are available in the
meeting room. The network mapping service replies with a
list of available access points, the number of clients currently
connected to each access point, and the average data rate
of each access point during the previous week. Based on
this information, the mobile phone chooses an access point
called ’guest’, as its historical record shows a relatively high
performance and there are not too many users connected to
it at the moment.

Scenario B: Adapting network transmission to the signal
strength of the wireless access network

11.45am Alice is going through a long U-style corridor.
She has started downloading some analysis reports for the
customer she is going to visit in the afternoon. The ac-
celerometer on her mobile phone detects her movement. The
movement triggers the signal strength prediction. The phone
downloads the signal strength map of the wireless access
point she is connected to from the network mapping service
in the cloud. Based on the map and the estimation of Alice’s
movement, it is predicted that in 10 seconds Alice is going
to enter a corner, where the signal strength is too low for file

downloading. In addition, it will take about 15 seconds for
Alice to get through that corner. Hence, her mobile phone
decides to pause the file download and switches off the net-
work scanning for 15 seconds starting after 10 seconds.

Scenario C: Redirecting to the traffic shaping proxy that
is closer to the mobile device

5:30 pm Alice starts to listen to Internet radio on her
mobile ohone while waiting for her flight at the airport. It
is known based on historical information that the requested
radio stream includes a lot of small packet intervals, which
can be shaped into bursts for saving energy. The phone
searches for a traffic shaping proxy and chooses the closest
one. The phone then subscribes to the traffic shaping service
giving the size of its buffer and the encoding rate of the
Internet radio as parameters.

In the above three scenarios, the context collection from
Internet services, the scheduling of adaptations, and the ex-
ecution of adaptations are all conducted on mobile devices.
As described in Section 3, these tasks can also be offloaded
to clones for energy savings and privacy. In Figure 1 we
show a clone-using workflow for Scenrio C. Compared with
the workflow without using clone, offloading to clones re-
duces the energy cost caused by application classification,
service subscription, and traffic redirection. In addition, it
eases the deployment of power management policies, as In-
ternet service providers can deploy their power management
policies on clones instead of mobile devices. The deployment
through wired links on clones is more energy-efficient than
the deployment through wireless links on mobile devices.

5. IMPLEMENTATION
We choose a Linux-based mobile OS, Maemo, as our ex-

perimental platform. We implement the resource manager
as a daemon that monitors the WLAN interface and the
GPS-based location information. The resource manager ob-
tains the WLAN information, including BSSID, signal level
and noise level, through ioctl calls with the macro SIOCGI-
WSTATS as parameter. The liblocation library of Maemo
location framework is used for gaining access to the location
information.

Context manager uploads selected context information to
the cloud. For example, when a connection between a mobile
device and an access point is established or teared down, the
context manager sends an anonymous notification with the
BSSID of the access point in question to the network map-
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Figure 2: Power consumption of YouTube down-
load through two WLAN access points with different
number of users.

ping service. Based on these notifications, the network map-
ping service can keep an up-to-date count of the number of
active connections to each access point. Context managers
running on mobile devices can request the active connection
count of access points from the network mapping service
and use the information when choosing which access point
to connect to.

The policy manager is a container for policies. We define
policies as event-condition-action rules. Such a policy can
be for example: ”when the signal-to-noise ratio (SNR), is
lower than a threshold, pause the ongoing transmission.” In
this scenario, SNR is the context to be monitored. The
change in the context, the SNR becoming lower than the
threshold, is defined as an event. Under the conditions of
having ongoing transmission, the mobile device executes the
action of pausing the ongoing transmission.

The scheduler component receives notifications about the
changes in context from the context manager and Internet
services. By mapping the changes defined in the notifica-
tions to the events described in policies, scheduler selects
the corresponding policies from policy manager and invokes
the corresponding actions.

Communicator implements the information exchange be-
tween mobile devices and their clones, and between mobile
devices and Internet services. In the case of clone, there
is a TCP connection between the mobile device and its
clone. The messages exchanged between them follow a pro-
prietary protocol. In the case of Internet services a HTTP
request/response carries the messages. The messages can
be formatted in SOAP or REST styles, depending on the
Internet service in question.

The cloud-based Internet services that provide context
information can be built and deployed using Google Ap-
pEngine. In our scenarios, a network mapping service is
running in the cloud. It collects WLAN information includ-
ing BSSID, location, connection notification, real-time signal
level, real-time noise level, and traces of signal strength with
location tags. The information is stored in a database and
can be searched by BSSID and location. In addition, some
existing location information services, such as Yahoo! Fire
Eagle 1 and CTrack [14] can be integrated into our frame-
work in the future.

6. PRELIMINARY RESULTS
To investigate the potential in energy savings by using the

1http://fireeagle.yahoo.net/
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techniques proposed in the three scenarios, we carried out
power measurement for file downloading and streaming to
mobile devices in different access points.

Scenario A: We downloaded a 9284KB video from YouTube
through two different WLAN access points. The first access
point was a private one with only one active user, and the
other one was a public one with multiple users. The inter-
ference in the first one was ignorable, while that in the latter
was causing packet loss and retransmissions. As shown in
Figure 2, with less interference, the network performance
in terms of download time is better, and the power con-
sumption is relatively low. With a network mapping service
running in the cloud, mobile devices can query the number
of clients connected to each access point, and choose the
one with less connections without wasting energy and time
in trying all the candidates.

Scenario B: We collected the traces of signal and noise
levels at 1Hz while walking through a U-style corridor at
a fixed speed. Signal-to-noise-ratio (SNR) was calculated,
as shown in Figure 3, and tagged with position. We down-
loaded a 5.3MB file from www.openss7.org using wget. We
compared the performance of the downloads with and with-
out adaptations. With the adaptation based on location
information got from the signal strength traces shown in
Figure 3, the mobile device pauses the downloading when it
enters the areas where SNR is predicted to be lower than
15 and turns off the WNI during the pause. As shown in
Figure 4, the downloading was paused for in total 85 sec-
onds. The WNI spent 83.637 seconds in RECEIVE mode,
which cost 98.775 Joules. Without adaptation, the WNI
spent 85.07 seconds in RECEIVE mode and another 20.29
seconds in IDLE mode trying to repair the connection, which
cost 118.404 Joules. Hence, the downloading without adap-



tation consumed around 20% more energy.This result can
be further improved with more accurate location estima-
tion, because, as shown in Figure 3, the error in location
prediction causes the delay in resuming the download at the
end of the pauses.

In this scenario, a network mapping service is expected to
collect the traces of SNR and location and provide the traces
to mobile devices through Internet.In some cases where loca-
tion information is not available, it is possible to apply statis-
tical model for SNR prediction. Using cloud mobile devices
can share the models. Hence, even for the first connection
to an access point, the mobile device can apply adaptation
based on the model.

Scenario C: Hoque et al. [3] showed that the location
of traffic shaping proxy has impact on the energy savings.
They deployed proxies in different cities and compared the
power consumption of mobile devices while using different
proxies. Their results show that using the proxy which is
the closest one to the mobile device can gain around 40%
more energy savings than using the farthest one.

7. DISCUSSION
There are three challenges that need to be solved in the

future. 1) Live session migration. Take Scenario C as an ex-
ample, the Internet radio stream might need to be migrated
from one traffic shaping proxy to another, when the mo-
bile device moves to another access network, or when prox-
ies need to balance their workload. Hence, mechanisms are
needed to guarantee the performance of network transmis-
sion during migration. 2). Validity of context information.
Some context information stored in the cloud might become
invalid after some time. For example, the distribution of sig-
nal strength in a certain access network will change if new
access points are deployed in the neighborhood. If the infor-
mation is stored on mobile devices or clones in a distributed
manner, evaluating the validity requires the support for con-
tent searching among these devices or clones. However, we
have not seen feasible solution from the literature. An alter-
native is to store all the data in centralized points. In that
case, the challenges come from the complexity in storing and
processing the large amount of data and the issue of single
failure point.

8. CONCLUSIONS
We proposed CasCap, a framework which uses the re-

sources in the cloud to provide secure, low-cost and effi-
cient context-aware power management for mobile devices.
The main features of CasCap include crowd-sourced context
monitoring, function offloading, and adaptation as service.
Our design is motivated by the scenarios from the typical us-
age of mobile data communications. The preliminary results
of the example scenarios show the potential in improving
energy efficiency through CasCap. In addition, our frame-
work provide a novel way for third-party service providers
to develop and deploy power management services, which
we believe will push the growth of energy-efficient Internet
services further.
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