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ABSTRACT

Single Sign-On (SSO) service manages user’s account passwords from multiple websites so that security in a high level is
required. Users who use the SSO service are authenticated through the Identity Provider (IdP) when logging into the
website. We present the security requirements that IdP can take in order to minimize the user’s risk whose IdP account is
compromised. We describe the security threats that arise when the security requirements are not satisfied. Through
evaluation, we prove that the attacker’s session cannot be canceled even if the user recognizes the attack if the IdP does
not satisfy the security requirements.
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Table 1. Measurement result of RP and IdP session remediation after each account management
actions. (M: Modify, A: Add, D: Delete, C: Change, AC: Activate, DA, Deactivate)

Unit: Number of |dPs(%)

Account management action

Action result (Session Remediation)

RP session IdP session

Delete |Maintain| Error Delete |Maintain| Error 17

Username | M 5(19.2) | 1(3.9) - 5(19.2) | 1(3.9) | 20(76.9)

A - 8(30.8) 1(3.9) - 9(34.6) - 17(65.4)

Email M - 13(50.0) | 3(11.5) 2(7.7) | 14(53.9) - 10(38.5)

Change account D - 5(19.2) | 1(3.9) - 6(23.1) - 20(76.9)
data Phone A - 13(50.0) | 3(11.5) - 14(53.9) | 2(7.7) | 10(38.5)
number M - 10(38.5) | 4(15.4) 1(3.9) [11(42.3) | 2(7.7) | 12(46.2)

D - 11(42.3) | 3(11.5) - 12(46.2) | 2(7.7) | 12(46.2)

Password | M - 22(84.6) | 3(11.5) | 19(73.1) | 6(23.1) - 1(3.9)

All C - 8(30.8) 1(3.9) 2(7.7) 6(23.1) | 1(3.9) | 17(65.4)

IMS AC - 12(46 2) | 3(11.5) 2(7.7) 12(46 2) | 1(3.9) | 11(42.3)

DC - 11(42.3) | 3(11.5) - 13(50.0) | 1(3.9) | 12(46.2)

OTP app AC - 11(42.3) | 1(3.9) 1(3.9) |11(42.3) - 14(53.9)

DC - (38 5) 1(3.9) 1(3.9) |10(38.5) - 15(57.7)

2FA Call AC - 2(7. - - 2(7.7) - 24(92.3)

Change DA - 1(3.9) - - 1(3.9) - 25(96.2)
login Email AC - 3(11.5) - 1(3.9) 2(7.7) - 23(88.5)
method DA - 2(7.7) - - 2(7.7) - 24(92.3)
Security | AC - 6(23.1) 1(3.8) 2(7.7) 4(15.4) | 1(3.9) | 19(73.1)

alarm DA - 5(19.2) | 1(3.9) 1(3.9) | 4(15.4) | 1(3.9) | 20(76.9)

Login Security | AC - 3(11.5) - - 3(11.5) - 23(88.5)

/o alarm DA - 3(11.5) - - 3(11.5) - 23(88.5)

paiword QR code |AC - 1(3.9) - - 1(3.9) - 25(96.2)

login DA - 1(3.9) - - 1(3.9) - 25(96.2)

Delete account DA account - 8(30.8) | 1(3.9) | 6(23.1) | 3(11.5) - 17(65.4)
access Delete account | 1(3.9) |12(46.2) | 3(11.5) [11(42.3) | 5(19.2) - 10(38.5)
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Table 2. Measurement result of re-authentication after each account management actions.

A: Add, D: Delete,
Information)

C: Change, AC: Activate,
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Table 2= IdP ¢ 178
W7 A Al 538 3]1"%9} S-S
t}. 1dP7} Alasts Al
=3}, SMS, MelAw,
29 #71YL Table 13 Fdslch IdP7F AlelE
< $354] 3E 4$E Nonel® FH3c)
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Alg Az o] QS ARE A Ysks 1dPelA]
(M: Modify,
DA, Deactivate)(Pass*: Password, PI**: Personal

Unit: Number of |dPs(%)

Account management action Action result (Re-authentication)

Pass™ Call SMS | PI** | Email | App | None |Error| N/A

Username| M | 1(3.9) - - - - 14(14.4)|1(3.9) | 20(76.9)

A | 6(23.1) - - - - 5(19.2) - 15(57.7)

Email M | 6(23.1) |1(3.9) | 2(7.7) | 1(3.9) | 3(11.5) - 6(23.1) - 10(38.5)

Change D | 3(11.5) - - - - 4(14.4) - 19(73.1)
account data Phone A | 4(14.4) - - 1(3.9) - 19(34.6) |2(7.7)| 10(38.5)
number M | 2(7.7) |1(3.9) |3(11.5) - 1(3.9) - 7(26.9) |12(7.7) | 12(46.2)

D (7.7) - 3(11.5) - 1(3.9) - 7(26.9) |12(7.7) | 12(46.2)

Pass® M | 22(84.6) - 1(3.9) - - - 2(7.7) - 1(3.9)

All C | 3(11.5) - 1(3.9) - - - 4(14.4) [1(3.9)| 17(65.4)

SMS AC | 5(19.2) - 1(3.9) - - - 8(30.8) [1(3.9)] 11(42.3)

DA | 6(23.1) - 1(3.9) - - - 7(26.9) |11(3.9) | 12(46.2)

OTP app AC | 4(14.4) - 2(7.7) - - 1(3.9) 1 5(19.2) - 14(53.9)

DA | 4(14.4) - 1(3.9) - 1(3.9) - 6(23.1) - 15(57.7)

2FA Call AC| 1(3.9 - - - - - 1(3.9) - 24(92.3)

Change DA| 1(3.9) - - - - - - 25(96.2)
login Email AC| 1(3.9) - (3.9) - - 2(7.7) - 23(88.5)
method DA | 1(3.9) - - (3.9) | 1(3.9) - - - 24(92.3)
Security | AC | 4(14.4) - 1(3.9) - 1(3.9) - 1(3.9) |1(3.9)]19(73.1)
alarm | DA | 4(14.4) - 1(3.9) - 1(3.9) - 1(3.9) | 20(76.9)
Login Security | AC - - - - 1(3.9) | 2(7.7) - 23(88.5)
/ alarm | DA - - - - 1(3.9)| 2(7.7) - 23(88.5)
pzsz* QR code |AC| 1(3.9) - - - - - ~ [25(96.2)
login DA| 1(3.9) - - - - - - 25(96.2)
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7} &A1&}, Microsoft® SMSeF OTP 9 =% Poll 2181 7}53te] 34 % Yol o ik
2FAZ A YsA|wt OTP & 2438 At A) A ikl 2670 1dP 5 2371(88.5%) 1dP7}
A Rt HYUHEE AU dr-i AREEEAL glo] HiEH S
Helwol By 219l vk A 9 nEkA] E 53 FAA At FAAE AR S WA
7155 EF AddEle [dPdM = A} IdP% & 4 Q=5 SMS, Askest, N Ho]=]9
2ol WAS A9 o &4 9 S Al ZF A HEE AR 5 oudws o]l AlF et
AFE Fsof 3 AUFE A8l AFshe o= & AlFshs Zlo] obdsitt uEWE o] H‘ﬂ%
o= F3o} gt} Table 32 SMSE 2FAZ A R e e R R | R B = 0 = A R
Ak ol 7H4 1dPE SA we} E73E ofAlo] Fasith, JAZ SMS AdF 715 ATt A
ot AQlS Y F8AE SHE] 3l Table 3 E o U Aol Afo] e FAAe] AA
39 dl 7HA] 1dPE Widow FAAPE ARAL AR WS Wold & glok. FAAE Welsly] SleiA=
o] 29l FI)E 53 A3 vEeE 5% A A A AdSS A e HER YIS
Astol o] 29l 7S EAlgi) slo] Q15 AH WA A TEE AIT 7S T A
AL AHAE 1dP AR Bl 715 5 $AHE QlEde] <Hdsitt oA ® Vkontakte=
sl Twitteret Googled] 4% 715& WA 7t5 A A Al AR A EE HlEA] 5E3lE
slth. Twitterve 2FA SMS7F 2433 A $o= E 3l SMS &4 A S5 AspisE
AlFsle] 2FAE w|2HA3eE = 9lo] AA} 1dP SMS® OTPE Algate] AH8Aks A AFEt A
Al v sE H5E A AfrRe] 29l 7bE A% kel Az s gk HALS 4 715t Al
st} Googles A3HE 55 A H&o AdF T3 A3E A A SMSE ASS AT
Aol glo] FAA} Al A3 E TE § 224 FAAE AA WA wolgit)
2FA SMSE @43 A AHAEY] Zasls A o A AY A AA 1dP & 97H(34.6%)
4 9lth. Linkedin®} Vkontakte® Ae15S ¢ tto] zpAle] Algsle ZE 7]eolA L3e AEst
g e AR 858 4 glo] 29l st k. o199 127H [dP= 44-%9] 7% 38 A
FAAZ} AR 1dP AR S vdREE 5% dHE AT, e BE 7Sl dHE A
A5 2FA SMS7F 243t=e] sickd vl 79 1dP F3HA] wdolrt ‘/‘r‘ﬂxl R 1dPE AA AHA 715
ARl 25 2o 4 qick. A 29l 7} A-gate] AgelA ALstsict. 1dP7F AHshe o
54 A4S 98 2FA SMS7} HlEAslEe] gle o e olvld, SMS, el slek 7 ®ol A}
s AR FAATE A 1P AR v 45E ok 2070(76.9%) 1dP7F Alesta gle
35 53t 2FA SMS7} v|&Asts]e] gl A oldldelct, IdP7F AREALAl AHEshe ol

shol vjelz} ke R BHEh oWl WA A
Table 3. Example of four I|dP which provide 9] o1g) ZLlom o|WAL 4&3]___ AL &= z2ol

re-authentication for SMS 2FA =
A& Sxo wef ko] Afslof g} &l

I
1dP Re-authentication for SMS 2FA HdE& [P SE2HE= A2E o]wdo] Al&AL9
Activate Deactivate 28017 AZsl=s L 50| AL olWdE AL
Linkedin Password Password slo] AZsof g}, & Wde 7= oW A%
Twitter Password None ZF A IdP AR 525 olu|dol| WAo] Hlxgg}
Google None Password GL8 QA AF)= LLo|unE y]|E olWdR AHL3E)
Vkontakte Call/SMS Password o] Aok gl A2 ojvdE U= “ﬂ?—lo] A
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948 A5 2SSO AW RIS F Bt 24 AY AT

SR FAR gL ol e 2AAe ol
2 24% A AZ gHT 3A% oUR 3ol
o

+4 A3 2670 1dPS 96%7) 9% AR WA
4 AR A FA A A5E RPY AlAS FHAA
717 ekskrh. o el 1d P 7412434 RP AAo]
FHo R e 9l ZoR A 1dP A4
Ha A 23935 RP 74] é—% & & slol RP9 Al
Ao] HAEA =ttt A4S S8 IdPelA RP Al
As sl ﬂa]ﬂ“ TR EZo] Jositt A
A= 9 SSO Azl A4 4 gl RP A4
Ha: Z2EES A3ty HYHS AAg

3 OpenlD AlwtellA= RP AlA #HA Wk
2 OpenID connect back-channel logout(8)
olgls HFE ZbE A Foloh AREAPE AA A
25 843 1dP+ %% RPA JWT(JSON
Web Token) #Ale] Zo}% EEE w3}
#&3k= RP Alde 2 ‘jé 25 SRR o1

ot a0l EFES RPe Zaok:- URIe
HTTP POST® %+ ‘_‘:]r RPE 2I0l% EES
AFda B dgaiel Al AEztR FEEs
RP AAE AxAZE. dP= A #AxE 8435
3 RPeA AR ARAle] AAE Fishe WAlelt
OpenID ©]9]9] ZREZo|AM= A HAL Wks
AABEAL oA kot IdP 74 Al Xt S LA
A7 = 9let.

OpenID®| HehZ 1) AREA} Zeto]W A 2) A
2~ 3}-‘4 AH-A, 3) 1dP AR A Al RP A
A A A Fa AR AES aehA] odsk
t}. SSO%} TH3= ZEEZ] OpenlD 7|8
)12 Wik A8ab] S8 Bebds AAE 1)

ZaolWA] BEE 93] RP Aol digt ARE
[dPel x=%-& WAk g} 1dP= RP AlAS A
W37 s RPe 29l swic} Al AldEzkE
ket ol RP AlA9] 7|® AR ZE [dP+ RP
oAl sl AREAF AE FATE 4 Yk 2) A
28 walel AlgAdE wesled RP AlAE &3}
F715 AAd ok gl AR AA o] B H
Sollmt RP AlAS HA&sta 1 99 A9+ A
A4z HalE 98 RP AlAE A% 3) 1dP+=

As AAE] A A5E RPEA AHA AS

g‘; O_A., Oﬁ/ Flf‘

Fralol Yok ALAZL 0P AR AHilshd 10
£ 2a0ky B2 AR A SellEE ksl
RP°ﬂ7ﬂ Adgict 4) 1dP+= RP7F AA o2 A
4 3% 28 SRaEA s} ) 1dPE
20k EZ6] A4 RPE) A4 AEAE 5
ulelz el wEP RPE AM Ax &
Ax3 A ANASS HITP S5how Ak
1dPi= el Al AleA} EAlsken) 2 Es.

VI 2 g

o

71E dTe BF TAE HEeE e #e
A& 73kl Zhoul9)9} Yang(10)9] <1+
OAuth 2.0(4)& ‘H*oh‘li FHebdE A%

Zhou®] <1(9)& Facebooks bz <l
AR HHAE A é?ﬂr/}. RP <Z#kel RP ®E3k
3} AL Q1 k A% o= AHelA A=
i 1_%‘ B} BebpA S el AsEw o
249l 9%}/‘}01501] 2%t Zhouw SSOScan
=75 AAsle] Facebooks IdPE  A|Ust=
1,6607] Irle]EE Apgo® AHsta Qg A H2
EE oARE A

Yang?] AA7(10)& 9Al]EE HAate g CSRF
A g HAYE 7AAgt. CSRF 345 W
olglr] fdsiM= state FHrlHE 5T + 9
oz AAsty AMgslof gl rfelEx Q%
A Al 29 states AAFFA AREALAA B
AREARE Setel] o] EFFFoZH ko] HEA
72kt Yang stateel] Wigh HgAE AA 3]
A& OAuthTester =75 2H33te] 40571 hAfe]
ES ge® #A4S A8kt

SSO 78 A EFS w2rets Hel 3]
A SH8ke 7€ =k SAg

Mohammad(9]& AX 235 ¢ IdP7} &
FHE IdP ARAZHE AAE RP AAS 23A
o7 FHidfoF 32 7xslgdrt. = Facebook
3 Asd 9570 RPE oz zled=gled 1 5
2970 = gJAte] Eolar 6670 Bl efEE]A o)Al
o} A7 23} IdP 2 RPelA AREAE AldE 3
28k o] Fell = FAAL AR AlA ] HE Al
A = olsdel A= 2 1dPE dde= o
5% RPol 248 23] A= on 1dP7t AlF

Agstdel. ol [dP 20}
%, RP 2aebg, I1dP vld¥s w7, RP #dd

[

l
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W

www.dbpia.co.kr



A H W 5 53] =7

(2021. 10) 949

3 W7, RP A% 4, ®E RP AlAoIA 2o}
Foleh. 1 % Al 7B 23k 715& 1dPe} RP
o AR Aol e glo] = Wrfel B H o5
Aloldell A M-S HAashs 7159l TA7E glet

2 =i 8 AdlAe] 1dPst RP k] AA A
el 24E A Adsiolon Ao FAE RP
7hobd AR8AL QlSE ke [dPE A sl
Idp wgds 2 F77F A9 34 432 st
o} 1dP7} Algsh= 2670 Al A 7]sellA Bk
SAE kA EAsksint 267) 1dPE o
dom Bk AR Adgozy vl 1dPel o
g A7 ApA Ak Aolol A kel

o

ViL 2 B
Aol 2 AgA AR Belshe ofel e
e $18 BAelEE SSOF Agslel A8
fel e Folw aleh. SSO o4 A 1dPlA A
A Ao o] FolA|u] A nake] WA AT 53
P, 2 el 1dP7F A AY BEE 9
I Agalok she nak aAlge st 1P
TAW) ARE AT AR sl 1) Al
Fesh 2) A AR welE Algslo dh A
| 1dP7 mok 8RS RS s}z oA A
71 sl AHEAE SaRssch 1) Ad A
lap 4T A7} A A 4% 34 A s
G AR AFE BE AN Azshed 4P
o 2) A% ek el 1dP A% An WA A A}
87 AQZE Sasa DR ATaeA AYell
ko Ag A3} 267) 1dP % 96%7F Bk LAY
& WESA) st 1dP7h e ATAHE WA}
A o ATt AL AASHekE $AA)
AdE #2472 4 9ivh A2 93 1dPalA RP
148 Astn Belshs ZREEe Akl

)

2o [0
N o

2

vil. 8 8
el 4] A IdP =H]l Bl2ES A4

Table 4. List of IdP websites and number of
RPs authenticated by each IdP.

IdP Number of RPs

Facebook 30

Google 30

Twitter 25

—
-3

Apple

Linedin

Microsoft

Vkontakte

Yahoo

Github

Naver

Mail.ru

Kakao

Battle.net

Office365

Slack

Docomo

Steam

Twitch

Payco

Fanbyte

Ocn

Firefox

TID

ok.ru

Instagram

== (== = = == === DD DD [DD|w|ot|or| O

Bosspay
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